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(Tl #/E, VATAIQ)

DEd MX68 MX75 MX85 MX95 MX105

ol EEE—— (o e essssesm . T BT TR T T
Type 1 33 ACH(EH|E) 42,700¥ 95,800 118,800& 290,200¥ 496,600&
Type 1 53 ACH(EH|E) 37,900 79,600 110,800 256,400 424,500
Type 1 EHO{RE(1H) 872,500 1,825,000 2,252,500 5,992,500 10,767,500
Type 2 34 ACH(EH|8) 49,900 115,100 142,900 434,900 712,600¥
Type 2 53 ACH(EH|E) 45,900 97,800 137,400 416,300 664,400
Type 2 THOfRE(1H) 967,500# 2,072,500¥ 2,562,500# 7,823,800¥ 13,522,500&
HE 0| &A= 509 100 2509 500 7509
et 700 Mbps 1 Gbps 1 Gbps 2.5 Gbps 5 Gbps
;1_'§ IPS 300 Mbps 500 Mbps 500 Mbps 1.5 Gbps 2 Gbps
VPN 400 Mbps 1 Gbps 1 Gbps 2 Gbps 2.5 Gbps
Z|Cf SAl VPN H'E 50 75 200 500 1000
5%1 GbE RJ45 1x1 GbE SFP 2x1 GbE SFP 2x10 GbE SFP+ 2x10 GbE SFP+

WAN Interfaces

LAN Interfaces

2| Ety

ZH[ 27[(WxDxH) / mm
fH| 2A (kg)

0

oA

=
o

X MlE =2 KT Ao w2t

1xUSB (cellular failover1)

10x1 GbE RJ45 (2xPoE+)

Desktop or Wall mount
284 x 148 x 27
1.12 kg
11 W/79 W

2x1 GbE RJ45
1xUSB (cellular failover?)

10x1 GbE RJ45 (2xPoE)

Desktop or wall mount
283 x 148 x 27
0.85 kg
12 W/96 W

2x1 GbE RJ45
1xUSB (cellular failover1)

8x1 GbE RJ45 (1xPoE+)
2x1 GbE SFP

1U rack
484.6 x 250 x 43.8
3.7 kg
12 W/55 W

2x2.5 GbE RJ45
1xUSB (cellular failover1)

4x1 GbE RJ45 (1xPoE+)
2x10 GbE SFP+

1U rack
484.6 x 285.2 x 44
3.17 kg
42 W/109 W

2x2.5 GbE RJ45
1xUSB (cellular failover1)

4x1 GbE RJ45 (1xPoE+)
2x10 GbE SFP+

1U rack
484.6 x 315 x 44
4.87 kg
53 W/123 W
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2ERE YO THAEE HIESIZ 2igS oh=0f 2eldtn Tt
S EC S P LN G 0|83 Q! KT MH|AQ| igtZ ohz0f| ZQlIg &~ U1, XHik2| Jts
HOM AR S LE S8 HOR B 1M 4y
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Layer 3 AQ|%| : MS350 / MS355 / MS390 / MS410 / MS425 / MS450 Series L2AQIX|2] EME AQIX|2 CIQ3H QIE{H 0| A Z2} x|
Static Route : MS 210 Series £E{ X|¥ L3ARX[I} O L2AR(X[0f|M Static route AME 7t&
Routing ZRES Dynamic Routing Protocol : L3 AQ|X| &7|Z OSPF X|¥ oLty 2t ZREES SO L3 2t 85 E2 71d 7ts
BGP X2 AQIX| §l= QA Cisco Catalyst Series X|Qt
1G M8 : MS410-16 (1G & 16ZE X|2l), MS410-32 (1G & 32X E X|g) 1GE 16ZE ~ 32 ZE X|¢ BES Sl FEH 2=
GiGA T8 ALK 10G M2 : MS425-16 (10G & 16 L E X|R), MS425-32 (10G & 32EE X|g) 10G & 16XE ~ 32RE X|2 ZES Sl 24 ots
40G T2 : MS450-12 (40G & 12X E X|9) 40GR 121 E X|§ DS E8f 24 I
VLAN VLAN, PVLAN, Voice VLAN ARX| ZEEZ HERT 22| (Af(X| ZE GH| &X| 1 ot 2)
Trunk CHS VLAN O] E21 0ts Trunk LinkE S8l ARIX[t AX|2E HY T ZE HOF (ARX| ZLE 'JH| K| : SAH| H)
STP RSTP AQIK|QF AQX|2E AR AAAN| EMSH= Loop WX 7|52 Sl HIEYA ST ot
STP guard Root/BPDU/Loop guard FO XS Sl BT Sl= WE/NZ 7 7ts
Ether-Channel LE HHZ 2ty Ether-Channel2 &8310{ EX 172t AU E &5t ot
SPAN ZE 023 HIESRIZ ARIX[OIM ARIX| ZEE St5t= FH2ISS CHE EoF FH| & ARX|Z2 HF Ot
Port Security MAC whitlist, Sticky MAC whitelist £ ZEO| MAC 24 7|8 51 8/AME = ARP ARZ D 22 52 A
Access-list IPEA, Port 7|& E2fT K¢t PRt ZE J|F02 EfjTl Xt Hx S 8l HotM 2Us)
VRRP MS 2505 X2 AQX| 0|53tE S8 SHel= HEHR 24 7t
DHCP MS 2508 E X%, Client IP Xt5 B 7|5 E IPEY Vs HMES
Port AHEY S8 AR EE 2ot/ 2d st M GH| 2ot 3 F 524 2402 &8 Jts
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(Tl #/E, VATAIQ)

XS ZE2 KTS| FAof et HEE

;m@:

19,700¥
14,300
520,000
8 port
2 port
20 Gbps
x| elotet
Desktop
28 x22x15
1.25
External
I

;mgs

31,800#
22,300¥
870,008
8 port
2 port
20 Gbps

802.3at 30W X| &, 120W

Desktop

44 x 23 x 23

1.55

Fixed Internal

44,900¥

32,900

1,177,500

24 port

4 port

56 Gbps

ot}

— O

N

rio

1U rack

44 x 44 x 25

3.67

Fixed Internal

65,500#

46,6008

1,768,800

24 port

4 port

56 Gbps

802.3at 30W X| &, 370W

1U rack

4.4 x 44 x 25

4.20

Fixed Internal

76,2002

56,000

1,992,500

48 port

4 port

104 Gbps

orgt

x|

rio

1U rack

4.4 x 44 x 25

4.06

Fixed Internal
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SERE o SYee QFTSE Y20| JH5et WHOZ AH| OC|MLE FHH| 278 2 29 2|
St C YD |HHCHA|RE AP AtE2igtE ohz0f 2hlst Tt Ibs
SR Eo8 Xpakete| 0|83l KT MH|AQ| pigtZ ohz0f| ZQlg &~ U1, RRhE| Jts
HEZY AP Auto RF ZH2| : XIS Afid B4 8l AS M7| =& Z7|HQI RF H3tA] AIX|LI0| £2SG10] £ HHE RF 2t RX|
L2/L3 2Y X Fdeo] 720l AFEXIC| AP 0| X[#
BHol *tE HHolE AP HYO XtZ2 2 X4l HEf R
HoM AU ARE S ool S HHO 2 H11M M4
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WiFi 4
34 ACH(AH|E)

5

el

2LH(ZH|8)

moj 14

M o=
X|CHZ
ANSE 5 Ghe
RJ 45, 1 GbE
zE RJ 45, 2.5 GbE
RJ 45, 5 GbE
PoE
Mgl
DC

% PoEAR|X| 8! DC Adapter= &

WiFi 6
26,2008
23,0008
523,800
HUE ZHYE =
30 Client
MU-MIMO
1024-QAM (MCS 11)
2x2:2 W&
1 Bluetooth
2.4G (40 MHz), 5G (80 MHz)
287 Mbps
1200 Mbps

1 port

802.3af 15.4W

12V DC

& H| 80|, SAtH 274 A
=

% HZ BUS KTO| Mol nf2t e 4 US

ON WiFi CiscoMR 23

WiFi 6
33,300¥
27,600
715,000
HUE HE 2
30 Client
MU-MIMO

1024-QAM (MCS 11)

2x2:2 W&
1 WIDS/WIPS
1 Bluetooth

2.4G (40 MHz), 5G (80 MHz)
573 Mbps
1200 Mbps

1 port

802.3af 15.4W

12V DC

—_—

A2

—

WiFi 6
45,3008
35,600
1,042,500

U8 g

[
=k

or

30 Client
MU-MIMO
1024-QAM (MCS 11)
2x2:2 (2.4GHz)+4x4:4 (5GHz)
L&

1 WIDS/WIPS
1 Bluetooth
2.4G (40 MHz), 5G (80 MHz)
287 Mbps
2400 Mbps

1 port
802.3at 30W

12V DC

WiFi 6
59,300
44,900¥
1,423,800

2UE nd

or

oy
30 Client
MU-MIMO

1024-QAM (MCS 11)

4x4:4 LT
1 WIDS/WIPS
1 Bluetooth

2.4G (40 MHz), 5G (80 MHz)
1147 Mbps
2400 Mbps

1 port

802.3at 30W

12V DC

WiFi 6
70,7008
52,500¢
1,732,500

2UE g

or

g
30 Client
MU-MIMO
1024-QAM (MCS 11)
4x4:4 (2.4GHz) and
8x8:8(5GHz)LH &
1 WIDS/WIPS
1 Bluetooth
2.4G (40 MHz), 5G (80 MHz)
574 Mbps

4800 Mbps

1 port
802.3at 30W

12V DC

(THl 2/, VATH|2])

WiFi 6
64,1008
48,100¢
1,552,500

29|

0%

¥g oy
30 Client
MU-MIMO

1024-QAM (MCS 11)

2x2:2 LE
1 WIDS/WIPS
1 Bluetooth

2.4G (40 MHz), 5G (80 MHz)
574 Mbps
1200 Mbps
1 port

802.3af 15.4W

12V DC
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